# DSA KENNISGEVING VAN ILLEGALE INHOUD – VERWIJDERINGSVERZOEK

Aan: [Naam platform], via [contactformulier/webpagina e-mailadres]

Datum: [DD/MM/YYYY]

**1. Gegevens van de melder**

Naam: ...............................................

E-mail: ...............................................

**2. Informatie over de inhoud**

URL(s) naar de illegale inhoud:

[link]  
[link]

Beschrijving van de inhoud:

Diverse in het geheim gemaakte foto’s van mij, genomen zonder mijn medeweten of toestemming, met focus op intieme lichaamsdelen en geplaatst in een seksuele context. Het voorgaande staat ook bekend als “creepshots”.

**3. Juridische beoordeling**

De inhoud bestaat uit creepshots, oftewel in het geheim gemaakte foto’s van mij, genomen zonder mijn medeweten of toestemming, waarbij de nadruk ligt op intieme lichaamsdelen. De uploader heeft de inhoud in een seksuele context geplaatst door middel van de titel en “tags” die aan het bericht zijn toegevoegd. [Bovendien ben ik minderjarig].  
  
Het platform [link] waarop de inhoud is geplaatst, moedigt bovendien actief het uploaden van dergelijke inhoud aan. Gebruikers reageren op de in het geheim gemaakte foto’s op sterk seksueel expliciete wijze, waardoor het misbruik wordt genormaliseerd en versterkt.  
  
De inhoud schendt mijn rechten [evenals de rechten van de andere op de website afgebeelde vrouwen], waaronder mijn privacy en persoonlijke rechten zoals gedefinieerd in de EU-wetgeving (art. 8 EVRM, art. 6 AVG). De inhoud vormt bovendien een strafbaar feit onder het recht van EU-lidstaten, zie bijvoorbeeld art. 139f en 441b NL Wetboek van Strafrecht (heimelijk beeldmateriaal maken in een (niet-)openbare ruimte); art. 254ba NL Wetboek van Strafrecht (het maken van seksueel getinte beelden zonder toestemming); art. 285b NL Wetboek van Strafrecht (belaging/stalking).  
  
De inhoud kwalificeert derhalve als evident illegale inhoud onder de Digital Services Act, en moet daarom onmiddelijk verwijderd worden.

**4. Verzoek om verstrekking gegevens van uploader**

Volgens vaste jurisprudentie (onder meer ECLI:NL:HR:2005:AU4019) bent u verplicht alle persoonsgegevens waarover u beschikt van de uploader(s) van de creepshots te verstrekken, op grond van een algemene zorgplicht – zodat ik maatregelen kan nemen tegen de uploader(s). Deze informatie kan persoonsgegevens omvatten, maar is niet beperkt tot namen, telefoonnummers, e-mailadressen, IP-adressen, woonplaats/verblijfplaats en geboortedatum.

**5. Verklaring te goeder trouw**

Ten behoeve van de volledigheid verklaar ik hierbij dat ik er te goeder trouw van overtuigd ben dat de hierin opgenomen informatie en beweringen juist en volledig zijn.

**6. Verklaring van verantwoordelijkheid**

Ik dien deze kennisgeving in te goeder trouw in, met het besef dat misbruik van het notice and action system onder de DSA gevolgen kan meebrengen onder artikel 20 DSA.